Is your browser up to date and supported for use with the Ohio Professional Registry (OPR) and for online training modules?

The OPR and online training modules work best with up to date browsers and as of December 29, 2018 our system will no longer support out of date browsers.

**Recommended Browsers:** Google Chrome and Mozilla Firefox

**The OPR is requesting that you test your system. This will determine if your browser is supported. Accessing the test link from this page is safe.**

**Click this link:** [https://www.ssllabs.com/ssltest/viewMyClient.html](https://www.ssllabs.com/ssltest/viewMyClient.html)

If you pass the test, you will receive a message "Your user agent has good protocol support" and you do not need to do anything else.

If you do not pass the test, you will receive a message "Your user agent doesn't support TLS1.2. You should upgrade." You will need to update your browser to one that is supported.

**Why is the OPR making this update?**

A part of your browser is the TLS, “Transport Layer Security.” It is a protocol that provides privacy and data integrity between two separate systems, such as the web browser on a PC and OCCRRRA systems. Most web base services including OCCRRRA will be disabling all protocols lower than the recommended TLS 1.2 version. This is to ensure that all customer connections to OCCRRRA services use industry standard security controls to protect data in transit over the Internet.

Please review our [Instructions page](https://www.ssllabs.com/ssltest/viewMyClient.html) to find out if this applies to you and how to update your browser to meet these requirements.